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1. Proposal
In order to enable Residential Gateways (RGs) that do not implement the NAS MM/SM protocols to register to 5GC (as per key issue #2), the following changes are proposed to TR 23.716:
* * * 1st Change * * * 

6.x
Solution #x: Support for RGs that do not implement NAS
6.x.1
General Concepts
This clause aims to address the requirements of key issue #2. Namely, it considers how CPE/RGs that do not support NAS can register with 5GC and how they can exchange data via a PDU session.
The simple architecture considered is shown in the figure below. The CPE/RG is assumed to possess a UICC (i.e. 3GPP credentials) but it does not implement the NAS MM/SM protocols. The broadband wireline network implements a 5G Access Gateway Function (5G-AGF) which exposes the N2/N3 interfaces required for communicating with the 5GC. To support CPE/RGs that do not support the NAS MM/SM protocols two functions are employed:
-
A NAS Proxy Function (NPF) which is a control-plane function that implements the 5G NAS MM/SM protocols and can initiate 5G MM procedures and 5G SM procedures on behalf of CPE/RGs. It is called a NAS 'proxy' function because it executes NAS procedures on behalf of CPE/RGs.
-
A UP Relay Function (URF) which is a user-plane function that relays user-plane data between an N3 connection and an associated wireline connection towards a CPE/RG.
As shown in Figure 6.x.1-1, the NPF and URF are assumed as part of 5G-AGF and utilize the N2/N3 interfaces supported by 5G-AGF.
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Figure 6.x.1-1: Simplified architecture
The solution supports initial registration as specified in the next clause, i.e. a registration where no NAS security context exists and a new NAS security context is created through an authentication procedure. Periodic registration update it is not required.
Editor’s note: It is FFS whether the solution needs to support subsequent registration, i.e. registration which re-uses an existing NAS security context. This depends on whether the CM-IDLE state is required or not (see more comments on this below).
6.x.2
Initial Registration and PDU Session Establishment
The signalling flow shown in the figure below illustrates how the NPF and URF can enable a CPE/RG that does not support NAS to register with the 5GC and to exchange data via a PDU session.
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Figure 6.x.2-1: Signaling flow for 5GC registration and PDU session establishment
1.
The CPE/RG connects to the broadband wireline network and an EAP procedure is triggered in order to authenticate the CPE/RG. The details of this step are outside the scope of 3GPP.

2-3. A normal EAP procedure initiates and the CPE/RG provides its Network Access Identity (NAI). The username part of NAI is the 3GPP subscriber permanent identity (SUPI) of CPE/RG. The EAP-Response/Identity is forwarded to the NAS Proxy Function (NPF) within the 5G-AGF.

Editor’s note: If the CPE/RG supports NAS, then the EAP-Response/Identity should not be forwarded to NPF. How the broadband wireline network determines if a CPE/RG supports NAS or not is FFS.

4.
The NPF creates a Registration Request on behalf of CPE/RG by using default / pre-configured parameters (see below).
5.
The NPF selects an AMF by using local policy.

6.
The NPF sends the created Registration Request to AMF. The Registration Request includes a pre-configured Requested NSSAI, the 5GC Capability of NPF, etc. The AMF determines this is a registration request from an NPF because either a special Registration Type is used (e.g. 'Proxy Registration') or because a special AN Type is used. For this type of registration the AMF implements some special behaviour as further discussed below.
7.
A normal EAP authentication procedure (e.g. based on EAP-AKA') takes place between the CPE/RG and the AUSF in 5GC. The NPF carries out interworking between the EAP signalling with the CPE/RG and the NAS signalling with the AMF. If the authentication is successful, the AMF receives a SEAF key from AUSF and an EAP-Success message. 
8.
The AMF receives the SEAK key from AUSF and the EAP-Success message. The AMF utilizes the SEAK key to create NAS encryption and integrity keys, as specified in TS 33.501. In step 8b the AMF provides the SEAK key to NPF. Note that, normally, the AMF does not send the SEAK key to the access network but it sends an access key instead. In this case however the NPF needs to know the SEAK key in order to derive the same NAS keys as those derived by AMF. The AMF provides the SEAK key because this is a 'Proxy Registration'.
Editor’s note: Whether the SEAK key or another key is delivered to NPF should be specified by SA3.
9.
The NPF activates a NAS security context based on the derived NAS keys and the contents of the SMC Request message. It then responds with a SMC Complete message. After this step, NAS messages between the NPF and AMF are protected with the activated NAS security context.
10.
The AMF accepts the registration via NPF by sending a Registration Accept message. A special TA identity is assigned.
11.
Right after the successful registration, the NPF initiates the establishment of a 'default' PDU session for the CPE/RG. It sends a NAS message to AMF including a pre-configured S-NSSAI, a pre-configured SSC Mode, a pre-configured PDU Type and Request type='Initial Request'. This triggers normal PDU establishment procedures in the 5GC. Alternatively, the NFP does not include any S-NSSAI, SSC Mode, PDU type, etc. parameters in the N2 message and lets the AMF/SMF chose the appropriate parameters based on the CPE/RG subscription.
12.
As part of the PDU session establishment procedure, the NPF receives a N2 PDU Session Request message that includes the PDU Session Establishment Accept. At this point, the NPF uses the received N2 SM information to configure the UP Relay Function (URF) to establish an N3 connection with a UPF.
13.
It is assumed that a wireline connection is established between the CPE/RG and the URF. How and when this connection is established is outside the scope of 3GPP. The URF relays data traffic between the wireline connection with the CPE/RG and the established N3 connection.
6.x.3
Impact on 5GC
The AMF must support registrations via an NPF in a broadband wireline network. For such registrations the AMF must apply the following behaviour:
1.
Instead of sending an access network key in step 8b, the AMF sends a different security key (e.g. the SEAK key or any other key decided by SA3) so that the access network can derive the NAS security keys. This is required because the NAS protocols terminate in the access network (in the NPF), not in the CPE/RG.
2.
The AMF should not expect period registrations from NPF.

3.
The AMF should not transit the connectivity state to CM-IDLE and, therefore, should not need to handle paging.
4.
If the N2 connection is released, the registration management state moves to RM-DEREGISTERED.
Editor’s note: It is FFS if the CM-IDLE state could bring any benefits. Since the CPE/RG needs to be always connected and, since paging is not supported over the broadband wireline network, the CM-IDLE state could be avoided and the solution could be simplified.
* * * End of Changes * * * 
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